Overview

This Note provides a review of legal developments during 2020 in Myanmar which impact freedom of expression. It summarises these developments and offers a brief commentary on the extent to which they conform to international human rights standards, but it does not provide a comprehensive analysis of the developments. It thus provides a summary of major trends and developments while also offering a potential starting point for more in-depth analyses or advocacy.

The first part of this Note discusses recent developments related to COVID-19 which could impact the exercise of freedom of expression. These include:

- A proposed new version of the Prevention and Control of Communicable Diseases Law, which would include a provision prohibiting the sharing, receiving or publishing of news, even if accurate, about contagious diseases which could cause panic.
- The establishment of two committees responsible for the COVID-19 response, including one with a strong military contingent and a mandate to take action against those who spread misinformation for the purpose of causing panic.
- Statements at the Union and region and state levels which indicate an intention to enforce existing laws governing the dissemination of information about the pandemic.
- The use of criminal penalties against those who disobey pandemic-related orders, so far primarily for rules related to violating quarantine, curfew or restrictions on public gatherings, which could indirectly impact freedom of expression.
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The second part discusses other recent legal developments, including:

- The Union Election Commission’s Notification on political parties disseminating their campaigns on State-owned broadcasters, which requires parties to submit a script of the campaigns to the Commission for approval before they may be broadcast and introduces a number of restrictions on what may be included in such campaigns, such as statements that defame the nation or disturb the rule of law.
- The National Records and Archives Law has come into effect and it tends to promote greater secrecy, rather than openness, within government.
- A directive on hate speech from the President’s Office requires ministries and region and state governments to take very general measures to prevent hate speech.
- An amendment to the Law on Protecting the Privacy and Security of Citizens limits its application, including rules prohibiting interferences with privacy or causing harm to reputation, to competent authorities with official powers and duties, instead of everyone.
- In a very welcome development, By-laws under the Broadcast Law have been adopted, paving the way for appointment of the appointment of the National Broadcasting Council, the main regulatory body under the Broadcast Law.
- The Hluttaw is actively considering the Telecommunications Commission Bill, which would establish an independent telecommunications regulator, although the protections for the Commission’s independence could be much stronger.

Introduction

This Note reviews legal developments in Myanmar which have been prepared or come into force in 2020 and which affect freedom of expression in one way or another. The main aim is to provide readers with an overall sense of what is happening in this area. As such, it is intended to provide a general sense of the main impact that these developments have had, or may or might have on freedom of expression rather than a detailed analysis of the precise ways in which they fail to respect international human rights standards in this area.

Legal Developments Related to COVID-19

Myanmar has put forward a new version of its Prevention and Control of Communicable Diseases Law, the law which provides the legal basis for much of Myanmar’s COVID-19 response. The current version of this Law dates from 1995, but the government released a revised draft for public comment in February. Draft legislation was then introduced in Parliament in May. No English version of the draft law is available yet but secondary reports indicate that it would introduce some important changes to Myanmar’s disease control laws. Among other things, commentators have criticised a mandatory reporting requirement which
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requires heads of households and employers to report instances of contagious diseases on their premises.\(^3\)

From the perspective of freedom of expression, however, the most troubling part of the draft law are the prohibitions on sharing information which could create public panic. The draft law would impose a fine or, for repeat offenders, imprisonment of up to six months, on those who write, speak, receive or publish news related to contagious diseases which could cause panic.\(^4\)

The draft version of this provision does not, based on the English commentary available, appear to specify any intent requirement (i.e. that someone would be liable under it only if he or she specifically intended to create panic). It also does not require the information to be false or incorrect, thereby penalising the sharing even of accurate information. This may be contrasted with other legal provisions, which focus on the sharing of inaccurate information. For example, section 27 of the National Disaster Management Law prohibits misinforming others about a natural disaster with the aim of creating fear (dread) among the public, punishable by up to one year’s imprisonment and/or a fine.\(^5\) The Telecommunications Act also provides for up to one year’s imprisonment and/or a fine for communicating incorrect information with dishonest intent.\(^6\)

If enacted as written, the new law would therefore expand legal restrictions on the sharing of public health information, including information which is accurate. This is highly problematic because the circulation of correct information should be protected, especially during a public health crisis. Indeed, sharing even incorrect information should only attract liability when this is done with malicious intent. The criminal law is a disproportionate tool to address situations where someone shares incorrect information unknowingly or without malicious intent, even in a health emergency. There are better ways to address this problem, such as through education, fact checking on social media accounts and the active dissemination by official actors of correct information about the health situation.

Another key development during the pandemic is the new institutional structures which were created to respond to the crisis. On 13 March 2020, the government, through a Presidential Announcement, created the National Central Committee on Prevention, Control and Treatment of the 2019 Novel Coronavirus, a more empowered version of another committee which had been formed in January.\(^7\) Then, on 30 March 2020, the COVID-19 Control and Emergency
Response Committee was created, which appears to run in parallel to the 13 March Committee. Unlike the 13 March Committee, which is overseen by State Counsellor Aung San Suu Kyi, the 30 March Committee is overseen by the Vice President and includes a number of military-appointed members, thereby giving the military a significant role in responding to COVID-19. The 30 March Order grants the Committee a number of powers related to COVID-19 management at the federal level, including:

To take action in accordance with the existing law to the people who spread misinformation on social media and elsewhere for the purpose of causing panic among the people immediately.

This does not grant the Committee the power to make rules but, rather, only to enforce existing laws. However, this particular Committee, with its strong military influence, could significantly influence the manner in which existing rules, including those related to information, are enforced. Other authorities – including the Union Ministry of Health and several region and state governments – have also made statements or issued orders indicating that those who share fake news or rumours related to COVID-19 will face legal action. Once again, these would appear to be statements of a willingness to enforce existing rules rather than of an intention to introduce new rules.

The prohibitions on sharing information about COVID-19, described above, including in some cases even accurate information, are the most serious issue from the perspective of freedom of expression. However, way in which these rules are enforced is also relevant. The presence of heavy penalties for non-compliance, along with significant discretion in how the rules are enforced, create a risk that the crisis may be used as a justification for limiting freedom of expression. Put differently, criminal penalties for violations of these rules will often be disproportionate and, if these rules are not applied very carefully, they could be abused to target individuals for actions such as criticising government responses to the crisis or even political statements. The military leaning of the 30 March Committee also raises concerns about an overly militarised response.

Myanmar law currently provides for criminal penalties for violating a number of rules that are particularly relevant during the COVID-19 pandemic:

8 See Notification No. 53/2020.
• Section 188 of the Penal Code creates the offence of disobeying a public order which causes a danger to human health, which may be punished by up to six months’ imprisonment and/or a fine.12
• Violating any prohibition in a rule, order or notification issued under the Natural Disaster Management Law may be punished by up to one year’s imprisonment, a fine, or both, pursuant to section 29 of that Law.13
• Under the Prevention and Control of Communicable Diseases Law, violating quarantine orders can result in up to six months’ imprisonment or a MMK 50,000 fine or both.14

In practice, all three of these provisions have been relied upon to charge individuals for violating orders related to public gatherings and events, or curfews and quarantining.15 So far, COVID-19 orders appear mostly to have focused on movement and assembly, rather than freedom of expression. However, freedom of movement and assembly are also human rights and, even if they are legitimately restricted for health reasons, it is important to monitor closely the application of these restrictions. Monitoring any measures which justify restrictions on freedom of expression based on COVID-19 is also crucial.

Other Recent Developments

Union Election Commission Notification on Broadcast Campaigning by Political Parties

On 23 July 2020, the Union Election Commission (UEC) issued Notification 138/2020, which governs the ability of political parties to broadcast their political campaigns through State-owned radio and television networks. According to the Notification, political parties must obtain permission to broadcast their campaigns, which involves submitting their campaign manuscript to the UEC, which may return it to the party with instructions to edit it.16

The Notification also bars broadcast messages by parties from containing any speech which:
• Undermines the unity of the Union, national solidarity or sovereignty.
• Disturbs security, the rule of law or peace and stability.
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• Disrespects existing laws or the Constitution.
• Defames or tarnishes the image of the nation.
• Brings about the disintegration of or defames the Tatmadaw.
• Causes racial or religious conflict or harms dignity and morality.
• Exploits religion for political ends.
• Incites obstruction of peaceful educational activities/
• Incites civil service personnel to fail to perform their duty or to oppose the government.  

The first problem here is that many of these restrictions are very broadly defined. For example, strong criticism of the performance of the government could be deemed to “tarnish the image of the nation”. In some cases, the restrictions focus on speech that could be seen as critical of the government or Tatmadaw. This is not in accordance with international human rights standards, which offer heightened protection for criticism of government figures and bodies, including during election campaigning. Second, the ability of the UEC to screen manuscripts combined with these broad restrictions on speech grant too much power and discretion to the UEC, creating a right of politicised decision-making.

National Records and Archives Law

Myanmar passed a new National Records and Archives Law in December 2019 which came into effect in January 2020. CLD published a Note on the draft law in August 2019 which highlighted the draft law’s tendency to heighten a culture of secrecy rather than to promote a culture of a right to information.  

Specific concerns outlined in our Note included:

• The system of classifying information sets very lengthy periods for the classification of information, with three of the four classification categories lasting for 20-30 years and the fourth lasting for five years.
• The classification system appears to assume that all information will be subject to at least some period of classification, with no open classification being listed.
• Officials have significant discretion in determining the level of classification.
• The Law fails to establish a right to access even documents which are not classified.
• The Law lacks a strong public interest override. This would require documents to be disclosed if the public interest in accessing them outweighed the interest in keeping those document secret.

The final version, now in effect, is very similar to the draft analysed by CLD. There are a few alterations, according to secondary reports. Positively, a weak presumption in favour of public access to documents after the period of classification is over was added, although public authorities can still refuse to disclose documents. Less positively, fines under the Law were increased and it creates offences such as viewing or copying a secret document without
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permission, punishable by prison sentences and/or fines.\textsuperscript{19} This is an especial concern given that these offences do not incorporate a specific intent requirement, meaning that individuals who are not even aware that a document is classified could be subject to sanction. The rule also fails to protect third parties, such as journalists, who innocently receive leaked classified information.

Overall, the enactment of the Law makes it all the more urgent for the government adopt a right to information law. This would create a default legal right to access information held by public authorities, to replace the current default assumption that government-held information is secret.

\textit{Hate Speech Directive}

The President’s Office issued Directive No. 3/2020 on preventing hate speech on 20 April 2020.\textsuperscript{20} It deplores the potential impact of hate speech, which may “lead to discrimination and violence” and undermine “our aspirations to live with dignity and to build a peaceful and harmonious society”. It then directs all ministries and region and state governments to ensure that personnel and staff, as well as “local people under its control or direction”, take “all possible measures to denounce and prevent all forms of hate speech” and to encourage their staff to participate in anti-hate speech activities. They are also required to report on measures taken under the Directive. The Directive defines hate speech as communications that “denigrate or express animosity towards a person or a group on the basis of religion, ethnicity, nationality, race, gender or other identity factor. Incitement to violence may constitute hate speech.”

This Directive is welcome inasmuch as it represents an important policy signal of support for combating hate speech, which is a serious problem in Myanmar. At the same time, there could potentially be problems in the way it is applied, given that some of the terms used are unclear.

The Directive does not create criminal penalties for hate speech. According to international law, in the context of hate speech, criminal penalties should only apply to speech which constitutes intentional incitement to discrimination, hatred or violence.\textsuperscript{21} Criminal hate speech rules which go beyond this will disproportionately limit speech which, while racist, does not rise to the level of hate speech \textit{per se}.

Given that the Directive mainly focuses on administrative measures, international law standards on criminal hate speech rules may not be the appropriate standard. Indeed, it is important for public authorities and officials to denounce and take other social actions, such as education, to combat the sorts of racist speech which the Directive covers. We note, however, that this goes well beyond the definition of hate speech under international law. For example, the references to denigration of or animosity towards individuals and groups are much broader than incitement to hatred.

\begin{footnotesize}
\begin{itemize}
\item\textsuperscript{21} See Article 20 of the International Covenant on Civil and Political Rights.
\end{itemize}
\end{footnotesize}
If measures taken by implementing bodies were to go beyond the social, and invoke the power of the State to prevent the exercise of freedom of expression, that would be problematical. Given that the Directive is unclear as to what measures it envisages, which are left entirely to the implementing ministries and governments, this is a risk. And this risk is exacerbated by the call, in the Directive, for implementing bodies to “prevent”, as well as “denounce” hate speech. Prevention measures could easily take on the characteristics of prohibitions on speech rather than social measures to combat racist speech.

To help prevent this, we recommend that implementing bodies make public their reporting on the measures they have taken to implement the Directive. It would also be useful for central authorities, such as the President’s Office which issued it, to provide guidance on the specific measures which ministries and region/state governments are expected to take to combat racist speech and to affirm that the policy should be implemented in a manner that accords with international freedom of expression standards.

Meanwhile, draft legislation on hate speech is reportedly still moving forward, although it is not clear whether a draft is actively under consideration in parliament and a recent draft has not been shared publicly.\(^\text{22}\) Public review of any draft hate speech legislation is vital, given that this sort of law represents a restriction on freedom of expression and the challenges inherent in striking an appropriate balance between prohibiting hate speech legislation while still respecting freedom of expression.

**Amendment to the Law on Protecting the Privacy and Security of Citizens**

On 28 August 2020, parliament amended the Law on Protecting the Privacy and Security of Citizens. The Law prohibits a range of actions if they are taken absent authorisation by an existing law or an order or permission from a Union government body. These offences are punishable by between six months’ and three years’ imprisonment and a fine.\(^\text{23}\)

The prohibited acts include slandering or harming the reputation of others. It may be noted that there are several other rules in Myanmar prohibiting defamation (i.e. slander or harming reputations), so that there is simply no need for another rule on this. Furthermore, criminal penalties for defamation are not appropriate according to international human rights guarantees and any defamation rules should be accompanied by various defences, such as truth, which is not present here.

Previously, the prohibitions in the Privacy Law applied to everyone but, pursuant to the August amendments, they now only apply to a “competent authority who possesses official powers and
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duties”. This will significantly narrow the applicability of the Law to cover only government officials who abuse their powers.

Inasmuch as this means that ordinary citizens will no longer be barred from engaging in criticism or commentary on the behaviour of others, it is a positive development. While other laws still criminalise defamation for ordinary citizens, the defamation provision in the Privacy Law had become a favourite among those seeking to target political opponents or seek personal revenge because its defamation rules remained non-bailable, so that even individuals who were ultimately found to be innocent could still spend a long time in jail during the investigation and trial. In contrast, a similar provision in the Telecommunications Act was amended in 2017 to make defamation a bailable offence. Originally, the proposed amendments to the Privacy Law would have made offences under it bailable but the amendment ultimately adopted should have a similar effect in terms of limiting its use as a form of defamation law.

On the other hand, there is no general protection for privacy in Myanmar law, even if certain types of privacy invasions are proscribed, so the limitation of the Privacy Law to competent authorities deprives individuals of important protections against attacks on their privacy from ordinary citizens and corporate actors, which is unfortunate. It may be noted that this Law defines privacy to include the rights to freedom of movement, residence and speech, but not actually “privacy” per se. But some of the specific prohibitions in the Law, such as against search of a residence, interception of communications and interference with personal or family matters, do constitute important privacy protections. Overall, however, a clearer definition of what constitutes interference with privacy would improve the Law.

More generally, there are serious problems with the way the Privacy Law protects privacy. The blanket criminal provisions in the Law, both before and after the amendments, represent an overly heavy-handed approach towards privacy protection. Furthermore, given that all that is required to override these prohibitions is permission from a Union government body, the protection provided is unduly limited. Major amendments to the Law would be needed for it to represent a proper approach towards protecting privacy. Indeed, what is needed is comprehensive and tailored legislation to protect both personal data and privacy.

Adoption of Broadcasting Law By-laws
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In October 2020, the Government of Myanmar finally adopted By-laws under the Broadcast Law,\(^{27}\) which was itself adopted in 2015. This was an essential precondition for bringing the Broadcast Law into effect. In particular, by-laws needed to be adopted before the National Broadcasting Council, the main regulatory body under the Broadcast Law, could be appointed. According to the Law, the Council is responsible for undertaking such tasks as issuing (and revoking) licences to broadcasters and setting and enforcing standards regarding content, including by adopting a Code of Conduct for broadcasters.

Among other things, the Broadcasting By-laws elaborate on the procedures for appointing members of the Council that are outlined in the Broadcast Law. The next step is to move forward and actually appoint the Council. The Broadcast Law provides that the “Council shall be autonomous and independent from government authorities, juridical and natural persons involved in the planning, production, and broadcasting of radio and television programmes”.\(^{28}\) Members of the Council are also required to be “independent and impartial in the exercise of their functions”.\(^{29}\) It is very important that these provisions be respected in practice as members of the Council are appointed.

**Telecommunications Commission Bill**

In March 2020, the Amyotha Hluttaw passed the Telecommunication Commission Bill,\(^{30}\) which was under discussion in the Pyithu Hluttaw as of July.\(^{31}\) The Bill would establish a new regulatory body for telecommunications, including allocating licences. It would provide a legal framework governing the appointment, duties and operations of the new Commission.

Establishing an independent telecommunications regulator in Myanmar is desirable. Currently, there is a reference to a telecommunications regulator in the Telecommunications Law, which instructs the Union Government to form “the independent Myanmar Communications Commission”, be led by an “appropriate person at the Union level”.\(^{32}\) However, no further detail is provided to ensure that such a Commission would actually be independent. Better practice internationally is for primary legislation to include detailed rules on the appointment of members of such commissions and other rules to protect their independence. In this area, then, specific legislation creating a Telecommunications Commission is welcome.

If the Bill currently under consideration is similar to the public version of the Bill released in English in 2017, it provides that the Commission shall be an independent and impartial body.\(^{33}\)
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\(^{28}\) *Ibid.*, Article 2(q).

\(^{29}\) *Ibid.*, Article 16(a).


\(^{31}\) Global New Light of Myanmar, Pyithu Hluttaw Raises the Curtain on 17th Regular Session, 14 July 2020. Available at: https://www.gnlm.com.mm/pyithu-hluttaw-raises-the-curtain-on-17th-regular-session.

\(^{32}\) Telecommunications Law, note 6, section 86.

The members are appointed by the President based upon a list of nominees chosen by a selection committee. The selection committee would be required to advertise these positions publicly and engage in a transparent selection process. Once appointed, a member may only be removed prior to the end of his or her term after an *ad hoc* investigation committee conducts and investigation and recommends the removal to the president.\(^{34}\) The Bill would give the Commission power to investigate violations in several other laws, including the Telecommunications Law and the Electronic Transaction Law, and provides that references in those laws to the Posts and Telecommunications Department, which currently regulates telecommunications, should be replaced by references to the Telecommunications Commission.\(^{35}\)

Despite these guarantees, the Bill fails to include provisions to ensure that the commission is actually independent. The selection committee is made up of three people, one designated by the Speaker of the Pyidaugsu Hluttaw, one by the Minister responsible for communications and one by a person who is not a ministry official who is nominated by the Chairman of the National Telecommunications Advisory Committee. However, because the Minister responsible for communications designates the National Telecommunications Advisory Committee Chairman,\(^{36}\) the former essentially controls two of the three positions on the selection committee. Furthermore, while the Bill states that the Committee shall be independent, it also provides for it to be responsible to the President.\(^{37}\)

If the Bill passes, this would represent an important step towards creating a more independent telecommunications sector. However, ideally the Bill would be significantly strengthened to bolster the independence of the Commission.

\(^{34}\) Draft Myanmar Communications Regulatory Commission Law, note 33, section 29.
\(^{35}\) Draft Myanmar Communications Regulatory Commission Law, note 33, section 68.
\(^{36}\) Telecommunications Law, note 6, section 74.
\(^{37}\) Draft Myanmar Communications Regulatory Commission Law, note 33, section 16.